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Abstract- Voice communication over a tandem connection of 
a wireline packet switched network and an IEEE 802.11 access 
point is studied when there are packet losses in the wired IP 
network and bit errors in the WLAN link.  Limited 
retransmissions are allowed, and packet loss concealment is 
utilized.  We consider several alternative scenarios, including 
tandem free operation with G.711 in both links, G.711 over UDP 
in the wired link and G.711 with unequal error protection (UEP) 
in the WLAN, and G.729 in the wired backbone in tandem with 
G.711 UEP in the WLAN.  To increase the number of calls 
supported by the WLAN access point, we also examine using 
AMR codecs at 12.2 kbps and at 5.9 kbps with forward error 
correction in the wireless link.  The standardized PESQ MOS is 
used to evaluate delivered voice quality. 

 
I. INTRODUCTION 

As wireless local area networks (WLANs) such as IEEE 
802.11a, b, g, and n proliferate and voice over Internet 
protocol (VoIP) becomes more widely accepted, voice calls 
over the tandem connection of a WLAN link and a wireline 
IP-based backbone will become common.  Initially it may 
seem that this is a straightforward packet voice 
communications connection and that there is little to be 
investigated.  However, the unreliable transmission channel 
of the wireless LAN link and the CSMA/CA access protocol 
used in the WLAN can cause significant packet losses or high 
latency if the voice application is not properly integrated into 
the WLAN operation.  Furthermore, because of the 
possibility of packet losses in both the wireless and wireline 
links, packet loss concealment (PLC) can become important.  
Additionally, the WLAN user and the wireline backbone may 
support/employ different voice codecs, which can require 
transcoding at the network interface.   

In this paper, we consider a system where a VoIP wireline 
backbone is connected in tandem with a VoWLAN link via 
an access point as shown in Fig. 1. In this tandem system, 
packet losses can occur in the wireline backbone network 
while contention and channel noise can result in bit errors 
and/or packet losses in the wireless LAN channel.   

We investigate the following scenarios: 
 Tandem free operation (TFO) with G.711 in both links 
 A tandem connection of packetized G.711 over UDP in 
the wireline backbone and G.711 with unequal error 

protection (UEP) in the WLAN link with PLC at the 
network interface  

 A tandem connection of packetized G.729 in the  
backbone and G.711 with unequal error protection (UEP) 
in the WLAN link with PLC at the network interface 
We also investigate the use of a lower rate voice codec in 

the WLAN link.  In particular, we investigate: 
 Using the Adaptive Multi-Rate (AMR) voice codec at 
12.2 kbps with unequal error detection (UED) in the 
WLAN link in tandem with G.711 or G.729 in the wireline 
backbone 

 Using the AMR codec at 5.9 kbps with forward error 
correction (FEC) over the WLAN link in tandem with 
G.711 or G.729 in the wireline backbone 

 Switching between AMR at 12.2 kbps with UED and 
AMR at 5.9 kbps with FEC, depending upon WLAN link 
conditions, in tandem with G.711 or G.729 in the wireline 
backbone 
Comparisons of the maximum number of (two-way) voice 

calls supported on an IEEE 802.11a access point for the 
several transmitted data rates are given to complete the 
comparison.  The standardized PESQ MOS is used 
throughout to evaluate delivered voice quality.  

 
II. ISSUES IN TANDEM WIRELINE VOIP/VOWLAN 

CONNECTIONS 
G.711 and G.729 are two standardized voice codecs that are 
widely used in VoIP systems and hence these codecs are used 
as the wireline backbone codecs in this work [1, 2].  We use 
the standard error concealment scheme, ITU G.711 Appendix 
I [3] for G.711, and the recommended error concealment 
scheme for G.729 [2].  Transcoding is another main source of 
distortion for tandem voice transmission [4], and we consider 
scenarios both with and without transcoding between codecs 
at the network interconnections.  We take advantage of 
possible cross layer designs by jointly considering several 
layers of the protocol stack spanning from application layer 
parameters to physical transmission.  In the G.114 ITU-T 
Recommendation [5], the maximum delay for “most users 
satisfied” category is 280 ms. To be conservative, we set the 



 
Figure 1. VoWLAN/VoIP system  

 
end-to-end delay budget to 200 ms, and choose the packet 
drop timer, which is the amount of time we wait for a packet, 
for voice traffic in the WLAN as 40 ms. 

Despite the efforts on improving the robustness of the 
physical layer in wireless channels, some of the errors 
propagate to the link layer. If the errors are detected by the 
link layer frame check sequence, each MAC frame with one 
or more errors is discarded by the link layer regardless of the 
number or location of the errors. This classical layered stack 
may not be suitable for multimedia transmissions because 
even partially damaged packets may lead to at least a coarse 
or noisy version of the decoded multimedia frame, which may 
be more useful than a discarded frame.  Therefore, tradeoffs 
can be made between the bandwidth saved by reducing 
retransmissions and the quality lost due to the bit errors 
allowed in source decoding.  

The flexibility of UDP is increased by providing a partial 
checksum that optionally covers only the UDP/IP headers or 
headers plus the “most important” payload bits [6].  “MAC 
Lite” [7] is proposed to address this problem in WLANs 
where the MAC layer abandons retransmissions and passes 
partially corrupted packets to higher layers.  The MAC layer 
can be further modified to protect only the MAC header, the 
entire header, or the entire header along with part of the 
“important” payload [8], and thus provides more flexibility in 
cross-layer design for multimedia traffic. 

 
III. G.711/G.729 WIRELINE VOIP IN TANDEM WITH G.711 

OVER WLAN 
A. Cross-layer Design 

The original IEEE 802.11 MAC layer has a CRC that is 
calculated over the entire packet, including all headers and 
the voice data portion, and in the event of bit errors in this 
area, the MAC will drop the packet and ask for 
retransmissions until a maximum retransmission limit or drop 
timer threshold is reached. In our work, in order to improve 
the WLAN link efficiency and limit retransmissions, we 
allow bit errors in the voice data portion. A cross-layer design 
must be performed to accomplish this task.  Note that because 
of the non-uniform bit sensitivity of any coded speech 
streams, we further classify bits into two or more groups with 
different perceptual importance.  

In our UEP scheme, the MAC CRC only protects headers 
and part or all of the voice payload is protected using forward 

error control coding and checked with an additional higher 
layer CRC. The packet dropping procedure is: If the MAC 
layer CRC check fails, the packet is dropped and 
retransmission is requested, otherwise, the packet is retained. 
For the retained packets, after the channel decoding process 
for the most important bits, we go through the application 
layer CRC check for these bits. If this CRC fails, error 
concealment is applied; otherwise, source decoding is 
performed even if there are errors in less important bits. Note 
that at the transport layer, the UDP checksum has to be 
disabled so that the partially corrupted speech frames can 
pass through UDP and go up to the application layer. 
B. Tandem Simulations 

We consider the scenario where two VoWLAN users 
communicate with two VoIP users via the same access point 
and IP backbone as shown in Figure 1. Two VoWLAN users 
are simulated to introduce some contention, without 
saturating the links.  In addition to the packet losses caused 
by contention and delay, non-ideal WLAN channels are 
simulated where bit errors can occur during transmission over 
the air link.  

In our simulations, the IEEE 802.11b protocol with the 
distributed coordination function (DCF) MAC layer is 
assumed and ns2 [9] is used as the system simulator.  We use 
the RTP/UDP/IP transport layer protocol in the VoIP 
backbone, while a modified version that allows bit errors, is 
used for the WLAN portion on top of the 802.11b MAC/PHY 
protocol.  In this way, an all-IP network is set up. Robust 
header compression (ROHC) is assumed to compress the 
UDP/IP header [10] to an average header length of 4 bytes. 
Since MAC header compression is still under investigation, 
we consider the standard 28 bytes MAC header length in this 
work. 

In the VoIP backbone, the two most popular VoIP codecs, 
G.711 at 64 kbps and G.729 at 8 kbps are employed.  For the 
VoWLAN link, in addition to investigating G.711, we 
propose an unequal error protected version of G.711 (referred 
to here as G.711UEP).  In G.711UEP, we group the Most 
Significant Bits (MSBs) and Least Significant Bits (LSBs) in 
the G.711 coded stream separately. MSB bits are then 
protected with a rate ½ convolutional code. This results in a 
120 byte payload for a 10 ms speech frame (80 byte payload 
+ 40 bytes for FEC of MSBs). Since the proposed MAC CRC 
does not check for bit errors that occur in the “voice data” 
portion, only bit errors in the headers result in retransmissions 
and possibly packet losses. PLC is performed when packets 
are discarded due to the drop timer. 

For the WLAN link, a 40 ms drop timer is assumed in the 
simulations. PESQ [11] is used to provide objective MOS 
values for each test scenario and various VoIP link packet 
loss rates and VoWLAN bit error rates. 
C. Reference System (G.711TFO) 

For a reference system, G.711 is used as the speech codec 
for both the VoIP and WLAN channels. Error concealment is 
performed at the end user node but not in the intermediate 



node, which is the wireless access point in this case. We refer 
to this reference system as “G.711TFO”. 

Note that retransmissions are not allowed in the backbone 
since the UDP protocol is used. With our TFO configuration, 
in the WLAN channel, a MAC layer packet is dropped 
whenever bit errors are detected in the headers including 
MAC/RTP/UDP/IP headers; otherwise, the packet is kept and 
decoded regardless of any possible bit errors in the voice data 
portion. 
D. G.711 Synchronous Transcoding with Unequal Error 
Protection (G.711ST-UEP) 

We also consider a tandem system for the VoIP/VoWLAN 
system where G.711UEP is used for the WLAN channel for 
bit error robustness and G.711 is used in the backbone.  We 
have intermediate noisy channel compensation here that is 
accomplished by error concealment schemes at the network 
interface.  We refer to this new system as “G.711 
Synchronous Transcoding with Unequal Error Protection”, or 
“G.711ST-UEP”.  We set the PLR range of our simulation as 

, and the packet drop timer is set as 
40 ms in the WLAN link.  

32 10 2 10PLR−× ≤ ≤ × 1−

For G.711UEP in the WLAN channel, the bit errors 
remaining in the MSBs after convolutional decoding result in 
retransmissions while leaving any bit errors in the LSBs 
unattended. Thus, although we show the WLAN channel 
condition variation based on bit error rate, the actual losses 
seen from the application layer point of view consist of a 
mixed packet loss/bit error scenario. Note that G.711UEP has 
120 byte packets which are longer than the pure G.711 coded 
packets (80 bytes) because of the extra protection to the 
MSBs. Simulation results of the G.711TFO and G.711ST-
UEP systems are given in Figure 2 with different VoIP 
backbone PLRs and WLAN channel BERs. The plots are 
based upon 8 speech sentences of a total 24 seconds duration 
and 200 realizations for each pair of channel conditions. 
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Figure 2  Speech Quality comparison between proposed 
G.711ST-UEP and G.711TFO system (40 ms drop timer in 
WLAN) 

In Figure 2, we see that the TFO system is very sensitive to 
both packet losses and bit errors. Even when the BER is as 
low as  and with good backbone channel conditions 

(

55 10−×

32 10PLR −= × ), the delivered speech quality is still around 
3.6 in MOS compared to the original G.711 coded speech 
quality without channel errors at about 4.1. When both 
channels are poor ( ), the speech MOS value 
drops to 1.7. With the extra protection for the MSBs in the 
G.711ST-UEP system, bit error robustness is enhanced so 
that the overall tandem speech quality is improved to 2.5 
when both channels are poor and to more than 4.0 when the 
channels are good.  

12 10PLR −= ×

An improvement of 0.4-1.5 in MOS is observed across the 
entire set of simulated channel conditions.  Notably, the 
packet length of the G.711ST-UEP system is 0.36 times 
longer, and as a result, the packet error probability is higher 
for the G.711ST-UEP system.  Despite the increased packet 
loss rate, the system is very effective compared to TFO. 
E.  G.729 Asynchronous Transcoding with Unequal Error 
Protection (G.729 AT-UEP) 
When G.729 is used in the backbone, asynchronous 
transcoding must be performed between G.729 in the VoIP 
backbone and G.711 which is in the WLAN link. We refer to 
this new system as “G.729 Asynchronous Transcoding 
System with G.711UEP” (G.729AT-UEP).   The setup in the 
WLAN link is the same as that in Sec. III.C.  
Simulation results are given in Figure 3. We notice that the 
MOS value drops by around 0.6 by using G.729 in the 
backbone, because the inherent MOS of G.729 is less than 
that of G.711 and because of the poor G.729 error 
concealment performance and error propagation problem.  
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Figure 3 Speech Quality comparison between proposed 
G.711ST-UEP and G.729AT-UEP system (40 ms drop timer 
in WLAN) 
 
IV. G.711 WIRELINE VOIP IN TANDEM WITH AMR CODECS 
OVER WLAN 

In order to increase the number of supported voice calls 
and to maintain performance over a wider range of WLAN 
channel conditions, we now investigate the use of the GSM 
Adaptive Multi-Rate (AMR) codecs at 5.9 kbps and 12.2 
kbps over the WLAN in tandem with G.711 and G.729 in the 
wireline backbone.  
A.  Unequal Error Detection with Cross-layer Design 



We explore Unequal Error Detection (UED) for a 
MR12.2 coded stream, and introduce link adaptation across 
the application layer.  UED does not need extra forward error 
protection bits and results in a shorter packet size.  However, 
a cross-layer design still needs to be applied. With UED, we 
only let the MAC CRC check the entire header along with the 
most important bits. Whenever bit errors are detected in this 
area, the MAC frame is dropped in the MAC layer and 
retransmission is required. Otherwise, this frame is retained 
and transferred to the higher layer.  

We propose an unequal error detected NBAMR [12] 
codec at rate 12.2 kbps (we refer to this setup as 
MR12.2UED) working in the VoWLAN system. MR12.2 
encodes 20 ms speech frames with 244 bits, where 81 bits are 
classified as Class A bits, which are the subjectively most 
significant bits. Also, we utilize the ROHC compressed 
UDP/IP header with an average length of 4 bytes. In this 
UED scheme, only 43 bytes of header plus the 81 Class A 
bits are protected by a CRC, and the 21 Class B bytes are left 
unprotected. 

We also investigate the MR 5.9 kbps codec. The entire 
MR5.9 coded speech frame bits are forward error protected 
with a rate ½ convolutional channel code (we refer to this 
setup as “MR5.9FEC”).  In the MR5.9FEC scheme, the MAC 
CRC only checks the headers. Packets are retained and 
passed to higher layers if the MAC CRC check on the headers 
passes. With the rate ½ convolutional channel encoding and 
tail bits, the MR5.9FEC payload size is 32 bytes for each 20 
ms packet, which is the same as that of the MR12.2UED 
packet. 4 bytes ROHC compressed UDP/IP header and 28 
bytes MAC header are also used. 
B.  VoWLAN Tandem System with Source/Channel Rate 
Reallocation 

With the different cross layer design and 
protection/detection schemes as described before, 
MR12.2UED and MR5.9FEC have exactly the same MAC 
layer packet size (64 bytes) for a 20 ms speech frame. This 
packet size is only about 42% of the G.711UEP packet 
length.  
Tandem System Setup 

In the VoWLAN/VoIP system, G.711 is investigated as 
the VoIP backbone speech codec. The RTP/UDP/IP transport 
layer protocol is applied for the VoIP backbone, while a 
modified version (with UDP checksum disabled) that allows 
bit errors, is used for the WLAN portion on top of the 
802.11b MAC/PHY protocol. Whenever a packet is lost in 
the backbone wireline network, no retransmission is allowed 
and error concealment is performed.  In the WLAN, however, 
MAC layer retransmissions are allowed based on our 
modified MAC CRC until it reaches the drop timer value of 
40 ms.  

For the forward link, error concealment is performed at 
the access point and the resulting speech streams are re-
encoded with either the MR12.2 or MR5.9 codec and 
transmitted over the WLAN channel.  
C.  Adaptive Source/Channel Rate Reallocation 

Adaptive reallocation of the available data rate between 
source and channel coding has been applied previously in the 
mobile system to achieve better speech quality under certain 
channel conditions [13]. Switching among several 
source/channel rate sets can be performed using channel 
estimation and preselected thresholds.  We evaluate the 
performance of an adaptive system that switches between 
MR5.9FEC and MR12.2UED in the WLAN.  
D.  Tandem Simulations 

In the VoIP backbone, G.711 is used while the 
MR5.9FEC and MR12.2UED schemes we discussed above 
are used in the WLAN link.  For the WLAN link, a 40 ms 
drop timer value is assumed.  
G.711 with Adaptive Asynchronous Transcoding  

In Figure 4, the forward tandem system performance of 
G.711 in the IP backbone with MR12.2UED or MR5.9FEC in 
the WLAN link is shown. Due to the good asynchronous 
transcoding properties of G.711, speech quality is only 
slightly degraded by transcoding with MR12.2 or MR5.9. 
However, as expected, when both channels are good (roughly 
when 44 10BER −< × and  ), the tandem system 
with MR12.2UED outperforms the one with MR5.9FEC. 
When both channels are degraded, the system with 
MR5.9FEC provides much better performance due to the 
forward error protection. The transition line between these 
two systems is at about   (see the vertical 
crosscut in Figure 4).  

110PLR −<

44 10BER −= ×

If we have the flexibility of reallocating the source and 
channel bit rate by performing adaptation between 
MR5.9FEC and MR12.2UED, we can achieve performance 
along the envelope of the two surfaces in Figure 4. We call 
this new adaptation system “G.711 with Adaptive 
Asynchronous Transcoding” (G.711AAT).  Performance of 
the G.711AAT system is shown in Figure 5 and compared 
with the G.711TFO and G.711ST-UEP systems discussed in 
III.C and III.D.   

From Figure 5, we see that much better overall 
performance in terms of MOS value is obtained by the 
G.711AAT system compared to the reference G.711TFO 
system. In particular, G.711AAT can provide quality that is 
competitive with the original G.711 coded speech when both 
channels are good and can also provide acceptable quality 
(  ) over a wider range of channel conditions, 

i.e. ,   (see the horizontal 
crosscut in Figure 4). Although G.711ST-UEP can extend the 
system operational range until 

3.0MOS ≥
46 10  and 15%BER PLR−< × <

47 10BER −< × , it consumes 
1.4 times more bandwidth than G.711AAT, which may not be 
desirable for system capacity considerations. 

 
V. WLAN VOICE CAPACITY 

Comparisons of the maximum number of (two-way) voice 
calls supported on an IEEE 802.11a access point for the 
several transmitted data rates are given in Table I.  A few 
interesting conclusions are evident.  First, G.711 with UEP 
does not incur much of a penalty in the number of voice calls 
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Figure 4  Tandem performance comparison between 
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Figure 5  Performance comparison among G.711AAT, 

G.711ST-UEP and G.711TFO 
 
Table I.  Maximum Number of Voice Calls Supported for 

Different Codecs and Payload Sizes over IEEE 802.11a 
WLANs 

 
Data Rate (Mbps) 

/Codec 6 9 12 18 24 36 48 54 
10 ms G.711 16 19 23 26 29 31 32 32 
10 ms G.711  with    
   UEP 14 17 20 24 27 29 31 32 
20 ms 12.2 Kbps 
AMR with UED   42 48 55 59 64 67 69 69 
20 ms 5.9 Kbps 
AMR 46 52 58 62 65 69 69 71 
20 ms 5.9 Kbps 
AMR with FEC 41 48 54 59 64 67 69 69 

 
supported compared to G.711 without any error 

protection.  Second, the number of voice calls supported can 
be more than doubled by using the AMR codecs.  Third, if a 
minimum MOS value of 3.5 is specified, the AMR 5.9 codec 
cannot be used at all.  

VI. CONCLUSIONS 

It is clear that although transcoding can reduce quality, PLC 
at the network interface can be useful.  UEP and UED of 
MSBs can significantly improve performance for all codecs, 
and retransmissions can be reduced with PLC and cross layer 
designs.  Switching between codec/error control methods in 
the WLAN improves performance, extends the operational 
region, and maximizes WLAN call capacity for the 
conditions examined.  The broad lesson is that modifications 
of the MAC to allow packets with bit errors can improve 
performance and reduce retransmissions. 
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